
PRIVACY POLICY
Effective Date: February 3, 2026
[bookmark: _heading=h.zcxt5qma3zvw]Bridgepoint Finance Limited (“Bridgepoint Finance,” “we,” “our,” or “us”) is committed to protecting the privacy, confidentiality, and security of all personal data entrusted to us. This Privacy Policy explains your rights as a data subject and outlines how we collect, use, process, store, share, and secure your personal information when you interact with our website, visit our physical offices, or use any of our digital platforms (collectively, the “Platform” or “Services”).
This Policy is designed in accordance with the Nigeria Data Protection Act (NDPA) 2023 and other applicable privacy laws.
1. Consent
By accessing or using our Platform, submitting information through our digital channels, or visiting our physical offices, you acknowledge and consent to the collection, processing, and use of your personal data as described in this Privacy Policy.
Where applicable, we may request your explicit consent for certain processing activities (e.g., marketing, third-party data sharing, or access to device information).
2. Personal Data We Collect
We may collect different categories of personal data depending on how you use our Services:
i. Account Registration Data
When creating an account or onboarding, we collect personal information required for service delivery and compliance (e.g., KYC/AML obligations), including:
· Full name, gender, date of birth
· Photograph or biometric data
· Residential address
· Means of identification, ID numbers, NIN, BVN
· Email address, phone number, and social media handles
· Utility bills
· Debit/credit card details
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ii. Additional Information
We may request further information as needed to complete transactions or support customer service interactions.
iii. Transaction & Financial Data
This may include:
· Loan details, repayment history, interest rates
· Transfers, payments, and merchant information
· Device details and location data
· Data from third-party partners (e.g., credit bureaus)
· App usage information and activity logs
iv. Participant & Contact Information
With your permission, we may access your phone contacts to facilitate transactions. We may also collect the names and account details of individuals involved in transactions you initiate.
v. Image & Identity Data
Photographs, ID uploads, or video verification used for KYC, fraud prevention, or customer support interactions.
vi. External Sources
Information received through our social media channels or customer support platforms.
vii. Other Usage Data
Information captured during surveys, customer support interactions, or through device permissions (e.g., SMS for credit assessments—upon your consent).
viii. Job Application Data
If you apply for employment, we may collect:
· Educational background
· Employment history
ix. Children’s Data
We do not knowingly collect the data of individuals under 18. If such data is identified, it will be deleted promptly.


3. Data Retention
We retain personal data only for as long as necessary to fulfil the purposes for which it was collected and to meet legal, regulatory, or business requirements. After the retention period expires, your data will be securely deleted or anonymized in accordance with applicable standards.
4. How We Process Your Personal Data
Your personal data may be processed for the following purposes:
i. Service Delivery
· Facilitating payments, transactions, and loan services
· Account authentication and verification
· Communicating with you about your account or transactions
ii. Fraud Prevention & Risk Management
· Detecting and preventing fraud
· Conducting risk assessments using device, behavioral, and geo-location data
iii. Legal Compliance
· Meeting regulatory, tax, and KYC obligations
· Responding to lawful requests from authorities
iv. Security and Incident Investigation
· Identifying and resolving system breaches or misuse
v. Dispute Resolution
· Handling complaints, technical issues, or transaction disputes
vi. Processing Based on Consent
· Marketing and promotional communication
· Location-based services
· Cookie-based personalization
You may withdraw your consent at any time.



5. How We Share Your Personal Data
Your personal data may be shared with third parties under the following circumstances:
i. Affiliate Companies
To support service delivery, risk management, compliance, or shared technology solutions.
ii. Third-Party Service Providers
Including providers responsible for:
· Identity verification
· Payment processing
· Customer support
· Advertising and analytics
All third-party providers are required to maintain strict confidentiality and comply with data protection regulations.
iii. Unaffiliated Third-Party Partners (With Your Consent)
Where their services are embedded or integrated into our Platform.
iv. Financial Institutions
For transaction processing, account updates, and partner services.
v. Transaction Participants
For transactions involving other users, where data is necessary to complete or verify the transaction.
vi. Legal and Regulatory Disclosure
We may disclose information when required to:
· Comply with a court order or legal request
· Prevent financial loss or physical harm
· Investigate fraud, violations of law, or platform misuse
· Assist credit agencies for credit referencing, fraud checks, and compliance
vii. Corporate Transactions
Information may be shared in connection with mergers, acquisitions, or sale of business assets.
viii. With Your Consent
For any additional purpose not listed above.
6. Cookies
Our website uses encrypted session cookies to enhance user experience, maintain login sessions, and improve performance.
Session cookies:
· Do not store personal data
· Expire when you log out or close the mobile app
You may decline cookies; however, some features of our website may not function properly as a result.
7. Your Data Rights
In line with the NDPA 2023, you have the following rights:
i. Right of Access
You may request confirmation of whether we hold your personal data and obtain a copy, including details on how it is used, stored, and shared.
ii. Right to Rectification
You may request correction of inaccurate or incomplete data.
iii. Right to Erasure (“Right to be Forgotten”)
You may request the deletion of your data where:
· It is no longer necessary for the purpose collected
· You withdraw consent
· Processing is unlawful
· You object and no overriding legal basis exists
Deletion may be restricted where data is required for legal compliance or to defend legal claims.
iv. Right to Object
You may object to processing based on legitimate interests or for direct marketing.
v. Right to Restrict Processing
You may request restricted use of your data while its accuracy, lawfulness, or necessity is being reviewed.
vi. Right to Data Portability
You may request your data in a structured, machine-readable format or request that we transfer it to another organization (where feasible).
vii. Right to Object to Automated Decision-Making
You may request human intervention where decisions affecting you are made solely using automated processes—except where:
· Necessary for contract performance
· Permitted by law
· Based on your explicit consent
8. How We Safeguard Your Personal Data
We employ industry-standard technical and organizational security measures including:
· Data encryption
· Firewalls and access controls
· Secure servers and network monitoring
· CCTV surveillance within premises
· Restricted internal access to personal data
· Staff confidentiality obligations and training
In the event of a data breach, we will notify you and the appropriate authorities in accordance with the NDPA 2023.
9. Remedies for Breach & Resolution Timeline
If a breach of this Policy occurs:
· Our Data Protection Office will investigate and resolve the issue within seven (7) days.
· If your personal data has been improperly disclosed, we will take corrective steps and send you a confirmation of resolution within 48 hours.
10. Governing Law
This Privacy Policy is governed by the Nigeria Data Protection Act (NDPA) 2023 and other applicable Nigerian laws and regulations.
11. Updates to This Policy
We may update this Policy periodically to reflect changes in our practices, legal requirements, or service offerings.
Updates will be communicated via our website, social media channels, or—where significant—via email or direct notification.
We conduct a minimum annual review of this Policy.


12. International Data Transfers
Generally, personal data is stored and processed within Nigeria.
However, with your explicit consent, data may be transferred to jurisdictions outside Nigeria where required for:
· Cloud services
· Transaction fulfilment
· Partner integrations
Any international transfer will comply with NDPA adequacy requirements and include strong security safeguards.
13. Contact Us
For questions, concerns, or data rights requests, please contact:
Bridgepoint Finance Limited
126 Ojodu Abioun Road, Ojodu Berger, Lagos, Nigeria
Email: bridgepointfinancelimited@gmail.com

























